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TASK 1 

Your friend Susan has just had her bank account hacked and drained. In order to prevent further 

hacker attacks, you decide to send a text message to your closest contacts alerting them to the 

danger. In the message, you decide to include the most relevant information from the document 

below.  

 

Note: Mediation exercises require you to write a short text that goes to the point. Try not to reproduce 

exact sentences from the input text. Do not go over the word limit.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Phishing 

Phishing is a technique used by hackers to acquire your personal information by sending an email that is 

designed to look just like a legitimate email and is intended to trick you into clicking on a malicious link or 

attachment. 

Emails are not the only way phishers try to hoax you, they can also send texts (SMiShing), use voice messages 

(Vishing), and even send faxes (Phaxing) in their efforts to gain access to your sensitive information. 

In order to protect yourself from phishing attacks follow these tips: 

 Make sure your operating system and your antivirus software are up-to-date 

 Hover over links in emails and on websites to verify the destination 

 Try typing in the website’s address rather than clicking a link from an email message 

 Always be cautious of sensational subject lines and language, like “Must Act Now!” or contain spelling 

and grammar errors. 

 If an email simply looks suspicious, it’s best to delete it 

Pharming 

Pharming is the fraudulent practice of redirecting the users to a fake website that mimics the appearance of 

a legitimate one, with the goal of stealing personal information such as passwords, account numbers, and 

other personal information. 

Pharming can occur even when you click an authentic link or type in the website URL yourself because the 

website’s domain name system (DNS) has been hijacked by a cyber-criminal.  

Before transmitting sensitive information on a website, be sure to remember the following tips: 

 Install reliable security software or make sure your current software and system are up to date 

 Make sure the site is on 

 Look for the padlock in the corner of the screen 

 Check if the website is certified by an Internet Trust Organization 

 Check the website’s certificate and encryption levels 

 Access the website through its specific IP address rather than web name 

Source: https://inspiredelearning.com/blog/phishing-vs-pharming-whats-difference/ 

https://inspiredelearning.com/free-resources/phishing/
https://inspiredelearning.com/blog/phishing-protection-checklist/
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Write between 70 and 80 words. 
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TASK 2 

You are a Computing Teacher and need to relay the key information in the infographic on pages 3 

and 4, in your own words, in a short text. 

Note: Mediation exercises require you to write a short text that goes to the point. Try not to reproduce 

exact sentences from the input text. Don’t go over the word limit.  

Write between 70 and 80 words. 
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